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	Reason for change:
	CT1 has in an LS (S2-2200049) indicated that they consider a backoff mechanism in case the network rejects or deregisters a UE because the PLMN is not allowed to serve the current UE location (e.g. country where the UE is located). In this mechanism, the UE may retry access to the same PLMN based on expiry of a minimum time or the UE moved to a position at a minimum distance away from the location when the cause value #78 was received. In the mechanism under consideration, the values for time and distance would be selected by the UE based on implementation, but the network can optionally provide time and distance values as lower bounds of the UE selected values.
The CN can know where the UE is located and can have a good understanding of what time and distance would be relevant for the current UE location. In addition, the CN may want to protect itself from a too aggressive retry behaviour from a UE. 
CT1 has asked if SA2 can support the above mechanism.

	
	

	Summary of change:
	Clarify that the AMF optionally provides lower bound time and distance values

	
	

	Consequences if not approved:
	No possibility for the operator to protect itself from retries after having indicated to the UE that it is not allowed to serve the current UE location. 
No guidance provided to the UE on how often it can retry access to a PLMN when being rejected due to PLMN not allowed to serve the current UE location. 
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**** First Change ****
[bookmark: _Toc91148199]5.4.11.4	Verification of UE location
In order to ensure that the regulatory requirements are met, the network may be configured to enforce that the selected PLMN is allowed to operate in the country of the UE location by verifying the UE location during Mobility Management and Session Management procedures. In this case, when the AMF receives a NGAP message containing User Location Information for a UE using NR satellite access, the AMF may decide to verify the UE location. If the AMF determines based on the Selected PLMN ID and ULI (including Cell ID) received from the gNB that it is not allowed to operate at the present UE location the AMF should reject any NAS request with a suitable Cause value and, if known in AMF, inform the UE of the country of the UE location. If the UE is already registered to the network when the AMF determines that it is not allowed to operate at the present UE location, the AMF may initiate deregistration of the UE. The AMF should not reject the request or deregister the UE unless it has sufficiently accurate UE location information to determine that the UE is located in a country in which the PLMN is not allowed to operate.
[bookmark: _Hlk93483473]If the AMF, based on the ULI, is not able to determine the UE's location with sufficient accuracy to make a final decision, the AMF proceeds with the Mobility Management or Session Management procedure and may initiate UE location procedure after the Mobility Management or Session Management procedure is complete, as specified in clause 6.10.1 of TS 23.273 [87], to determine the UE location. The AMF shall be prepared to deregister the UE if the information received from LMF indicates that the UE is registered to a PLMN that is not allowed to operate in the country of the UE location. In the case of a NAS procedure, the AMF should either reject any NAS request targeted towards a PLMN that is not allowed to operate in the country of the known UE location and indicate a suitable Cause value and, if known in AMF, the country of the UE location, or accept the NAS procedure and initiate deregistration procedure once the UE location is known. In the deregistration message to the UE, the AMF shall include a suitable Cause value and, if known in AMF, it may inform the UE of the country of the UE location. For UE processing of the cause value indicating that the PLMN is not allowed to operate in the country of the UE location and the possibly associated country indication, see TS 23.122 [17] and TS 24.501 [47].
When the AMF rejects a NAS request or deregisters the UE and provides a cause value indicating that it is not allowed to serve the current UE location, the AMF may also provide lower bound time and distance values to the UE. The UE uses these lower bound values to determine when it can retry access to that same PLMN, as described in TS 24.501 [47].
In the case of a handover procedure, if the (target) AMF determines that it is not allowed to operate at the current UE location, the AMF either rejects the handover, or accepts the handover and later deregisters the UE.
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